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Overview 
Release 14.2 contains: 

• Improved identification and accounting for distribution lists, shared mailboxes and 

service accounts in O365 

• Major upgrade of the Admin dashboard’s underlying technology–phase III 

• New status page to help Administrators set up SPF, DKIM and DMARC records 
• Security updates 

• Bug fixes 
 
New Features and Enhancements 
 

ID Short Description 

2255 O365 shared mailbox support. 

2356 O365 service account support. 

2404 O365 distribution list support. 

2426 When adding an entry to the Friends list warn end user that the 
friends list does not apply to Phish and Virus messages. 

2450 Status page should help user configure SPF, DKIM and 
DMARC. 

2494 Add more detail in the info field in the Advanced Report for 
DMARC failures. 

2549 Country Code in Friends list should override 0/0 in Enemies list. 

2559 Add content validation to Display Name spoof filter configuration 

2588 PDF_MSO_UNSCANNED detail missing Password protected. 

 
 
Bug Fixes 
 

ID Short Description 

2354 End user recipient friends list should not override Outbound IPs 
enemies list. 

2474 Quarantined message causes error in AD and PD. 

2550 Display name spoof filter does not work 100% of the time. 

2572 Unable to create Instant Spam Digest when coming from the 
Portal. 

2573 
Handle encoded headers when calculating ARC-seal. 



2593 Menu items don’t fully display on the home page. 

2613 Need to allow <> in the Enemies List. 

 
 
Known Issues 
 

ID Short Description 

2368 Spoof filters should take precedence over the Friends list. 

2635 DMARC alignment not implemented correctly. 

2468 DKIM fails when filter action is strip 

 

API Changes 

 
None. 


