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HIGHLIGHTS

Can be enabled by users or
automatically triggered per
administrator-defined DLP rules 
Assures the secure delivery of
messages • Supports regulatory
compliance, AUP and your
peace-of mind by protecting
confidentiality and privacy 
Easy setup and management
and low TCO 
Integrated with Email Security
and DLP for multi-layered
protection against emerging
threats and data loss 
Supports all email gateways 
Requires no additional software
or hardware 
Two encryption options to
increase flexibility.
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Comprehensive Encryption Coverage 
It includes two forms of encryption so you receive comprehensive multi-layered
protection and secure delivery of all private email leaving your network.

TLS Server-to-Server Encryption 
TLS is a delivery method that encrypts communications between two email
servers without end user intervention. With GoSecure Titan® SEG TLS Server-to-
Server encryption, email to specific domains can be sent using TLS based on DLP
rules. This method assures that the encryption itself remains totally transparent
to both sender and recipient. With a simple test available to confirm whether TLS
Server-to-Server is an option you can configure as many domains as necessary
thus providing the most transparent encryption solution possible to the
maximum number of recipients.

Push Encryption 
With Push Encryption, the message is encrypted and put in an html file that is
attached to a notification message. The recipient receives the notification and
attached encrypted message. Clicking on the attachment opens up a browser
window where a login/signup page is displayed and after authentication the
message is unencrypted and displayed. The recipient can respond or forward the
message and download any attachments. Push encryption is appealing to those
users that do not want the message to sit out in the cloud waiting to be picked
up.

GoSecure Titan® Secure Email Gateway (SEG) encryption assures the secure
delivery of email to your customers, vendors, partners and other individuals, with
next generation technology that is easier to use and less costly than traditional
encryption services. Offering several types of encryption, the service can be easily
enabled as part of an automated routing policy based on DLP settings. In
addition, because it is integrated into Secure Email Gateway and DLP services,
your outgoing email is inspected for malware, viruses, inappropriate content,
compliance breaches and violations of your corporate acceptable use policy
(AUP) – a more multi-layered defense than a solo encryption service can offer. 
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Email Security 
Email Security provides
unrivalled email defense
against internal and external
threats such as spam, viruses,
spyware, phishing schemes,
identity theft, and other
dangerous or offensive
content.

GoSecure Titan® Secure Email Gateway includes park-and-pull
technology designed to provide secure communication between the
sender and the recipient of messages, even individuals outside and
unrelated to your organization.

The message originator sends an email that is designated to be encrypted
whether automatically per DLP rules, or manually per user. These
encrypted sent messages are stored on GoSecure’s secured encrypted
message portal. A notification message is sent to all recipients containing
a link that takes the recipient to the secured web page where the
message can be viewed and other actions taken. Recipients are identified
by registering just once, after which they access the secured portal and
can take action with messages including:

Email Continuity
Email Continuity provides an
uninterrupted flow of your
email stream in case of
unplanned or planned
shutdown.

Park and Pull Encryption Services

The reporting feature includes message tracking and audit trail, allowing
you to manage and troubleshoot. These reports also support compliance
with regulatory requirements by providing evidentiary data if legal issues
should arise.

Reporting

GoSecure is a recognized cybersecurity leader and innovator,
pioneering the integration of endpoint, network, and email threat
detection into a single Managed Extended Detection and Response
(MXDR) service. The GoSecure Titan® platform delivers predictive
multi-vector detection, prevention, and response to counter modern
cyber threats. GoSecure Titan® MXDR delivers rapid response and
active mitigation services that directly touch the customers’ network
and endpoints. For over 20 years, GoSecure has been helping
customers better understand their security gaps and improve their
organizational risk and security maturity through MXDR and
Professional Services solutions delivered by one of the most trusted
and skilled teams in the industry. To learn more, please visit:
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