
BACKGROUND 

A super-regional property and casualty insurance company hired a new Chief Information
and Strategy Officer to help modernize IT and lead their digital transformation. With new
leadership comes change—change in staff, change in operations and change in culture.
Navigating internal and external changes by developing trust, rapport and respect took time
and effort on the part of both companies—especially with managing expectations throughout
each year’s assessments. This was achieved by working in collaborative sessions with
leadership, stakeholders and cross-functional teams.  

SOLUTIONS 

The insurance company now has a consumable and succinct reporting format that provides a
strategic roadmap with actionable goals for its program growth and maturity. Each
assessment engagement exceeded the client’s expectations as GoSecure took into
consideration past year versus new year requirements. Due to its team’s investment in cloud
and digital technology resources and as a result of this program’s outcomes, this company’s
security program is compliant with state-mandated data protection provisions. 

BENEFITS

Together, GoSecure helped their client:  
Establish a comprehensive and effective set of cybersecurity capabilities 
Improve its category score year-over-year due to investment recommendations made in
people, process, and technology—resulting in an overall positive impact on CMM
(Capability Maturity Model) program maturity by NIST Cybersecurity Framework core
functions 
Provide validation to executive leadership, IT and security teams of a maturing and
continually evolving and proactive security program 
Promote leadership buy-in, as evidenced by strengthening governance and risk
management efforts 
Lead security enculturation in a top-down, holistic manner, as comparable to their
industry competitors
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GoSecure is a recognized cybersecurity leader and innovator,
pioneering the integration of endpoint, network, and email threat
detection into a single Managed Extended Detection and Response
(MXDR) service. The GoSecure Titan® platform delivers predictive
multi-vector detection, prevention, and response to counter modern
cyber threats. GoSecure Titan® MXDR delivers rapid response and
active mitigation services that directly touch the customers’ network
and endpoints. For over 20 years, GoSecure has been helping
customers better understand their security gaps and improve their
organizational risk and security maturity through MXDR and
Professional Services solutions delivered by one of the most trusted
and skilled teams in the industry. To learn more, please visit:

“GoSecure’s
assessment approach
and rapid
understanding of our
environment, coupled
with their targeted
and practical
recommendations,
facilitated our ability
to rapidly and
substantially improve
our security posture.”

—Cybersecurity and
Digital Transformation
Leader

A MULTI-YEAR NIST SECURITY ASSESSMENT
ENGAGEMENT IDENTIFIED SECURITY MATURITY
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